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01. OBJETO 
 Dotar a la Organización de un sistema para la Gestión de los Riesgos (incluye Oportunidades y Cambios) Organizacionales.

02. AMBITO DE APLICACIÓN
Toda la Organización

03. TERMINOLOGÍA

Riesgo (Organizacional) (según  ISO 31000): 

Efecto de la incertidumbre sobre los objetivos de la Organización

· NOTA 1 Un efecto es una desviación de lo esperado - positiva y / o negativa sobre los objetivos.

· NOTA 2 los objetivos pueden tener diferentes aspectos (como la salud financiera, y la seguridad, y los objetivos medioambientales) y puede aplicar en diferentes niveles (como estratégico, en toda la Organización, proyecto, productos y procesos). 

· NOTA 3: El riesgo se caracteriza a menudo por referencia a los eventos potenciales (2,17) y Consecuencias (2,18), o una combinación de éstos. 

· NOTA 4 El riesgo se expresa a menudo en términos de una combinación de las consecuencias de un evento (incluidos los cambios en las circunstancias) y la probabilidad asociada (2,19) de ocurrencia. 

· NOTA 5 La incertidumbre es el estado, incluso parcial, de la deficiencia de la información relacionada con la comprensión o conocimiento de un caso, su consecuencia, o la probabilidad.

 Contexto

Se refiere al entorno que condiciona todo aquello que la organización desea lograr y todo aquello de lo que precisa protegerse.

· Externo: Se trata del entorno externo en el cual la organización busca alcanzar sus objetivos. Se encuentran, entre otras, las exigencias legales, reglamentarias, presiones de los clientes, proveedores, personas, grupos de interés que pueden condicionar el sostenimiento del negocio o poner en riesgo la organización.

· Interno: Se trata del entorno interno en el cual la organización busca alcanzar sus objetivos. Está compuesto por todo aquello que puede influir en la manera de gestionar el riesgo. Se toman en cuenta aspectos como la estrategia, política, objetivos, estructura, funciones y responsabilidades, conocimientos recursos y capacidades disponibles en la organización.
Identificación de riesgos 

La identificación de los riesgos supone la búsqueda, el reconocimiento y la descripción de los riesgos. Se busca la posibilidad de que acontezcan sucesos que tengan consecuencias en nuestros objetivos.

Análisis de riesgos 

El análisis, como se indica en la norma ISO 31000:2009, es la parte del proceso de gestión del riesgo que permite comprender la naturaleza del riesgo y, sobre todo, asociarle una magnitud determinando el nivel del riesgo.

· NOTA 1 El análisis del riesgo proporciona las bases para la evaluación del riesgo y para tomar las decisiones relativas al tratamiento del riesgo.

· NOTA 2 El análisis del riesgo incluye la estimación del riesgo [ISO Guía 73:2009, definición 3.6.1] 

UNE 179.003:2013: 3.2 análisis del riesgo: Proceso que permite comprender la naturaleza del riesgo y determinar el nivel de riesgo. 

Evaluación de riesgos

De acuerdo con la norma ISO 31000:2009 (y UNE 179.003:2013) la evaluación del riesgo es el proceso de comparación de los resultados del análisis del riesgo con los criterios de riesgo para determinar si el riesgo y/o su magnitud son aceptables o tolerables

· NOTA 1 La evaluación del riesgo ayuda a la toma de decisiones sobre el tratamiento del riesgo

Tratamiento del riesgo

El tratamiento del riesgo implica la selección y la implementación de una o varias opciones para modificar los riesgos y medidas de control.

Seguimiento y revisión

El monitoreo y revisión deben de ser una parte planificada del proceso para la gestión del riesgo e incluir verificación y vigilancia regulares. Las responsabilidades del monitoreo y la revisión deben de estar claramente definidas.

Nivel de riesgo

Combinación de los parámetros de consecuencias y probabilidad una vez estimados representados mediante una matriz. El nivel de riesgo puede definirse de forma cualitativa o cuantitativa.

…………………………………………….

Para los fines de este documento, se aplican los términos y definiciones siguientes: 

3.1 agente:

Sustancia, objeto o sistema que actúa para producir cambios. (CISP-OMS 2009[7])

3.3 atención sanitaria: Servicios recibidos por las personas o las comunidades para promover, mantener, vigilar o restablecer la salud. (CISP-OMS 2009)

3.4 comunicación del riesgo: Intercambio de información acerca del riesgo entre los directivos de una organización y otros grupos de interés.

NOTA La información puede estar relacionada con la existencia, la naturaleza, la forma, la probabilidad, la severidad, la aceptabilidad, el tratamiento o cualquier otro aspecto del riesgo.

3.5 circunstancia: Todo factor relacionado con un evento, agente o persona(s), o que influye en ellos.

(CISP-OMS 2009) 

3.6 consecuencia: El resultado de un evento. 

NOTA 1 Las consecuencias pueden ser positivas o negativas. Sin embargo, en el contexto de la seguridad, las consecuencias son siempre negativas. 

NOTA 2 Las consecuencias se pueden expresar de forma cualitativa o cuantitativa.

3.7 control del riesgo: Acciones dirigidas a la implementación de las decisiones derivadas de la gestión de riesgos. 

NOTA El control del riesgo tendría que incluir la monitorización, la re-evaluación y la conformidad con las decisiones.

3.8 criterios para la evaluación del riesgo: Términos de referencia mediante los cuales se valora la importancia del riesgo.

NOTA Los criterios para la evaluación del riesgo pueden incluir aspectos como la magnitud, la gravedad, o la factibilidad del tratamiento del riesgo, los costes o los beneficios asociados, los requisitos legales o reglamentarios, los aspectos socio-económicos o medioambientales, las opiniones de los grupos de interés, las prioridades y cualesquiera otras entradas para la valoración.

3.9 daño: Alteración estructural o funcional del organismo y/o cualquier efecto perjudicial derivado de ella. (CISP-OMS 2009) 

EJEMPLO Lesión física o psicológica, deterioro o perjuicio para la salud de las personas.

3.10 error: Es una desviación de la práctica aceptada como correcta, independientemente del efecto que produzca en el paciente.

· NOTA 1 En la práctica sanitaria el error se puede deber a tres causas: realizar acciones innecesarias, realizar de forma incorrecta actuaciones necesarias (útiles o indicadas) o la omisión de estas actuaciones. Las dos primeras serían los errores de comisión y la última de omisión.

· NOTA 2 Error de medicación: Fallo por acción u omisión en el proceso de tratamiento con medicamentos que ocasiona o puede ocasionar un daño en el paciente. Los errores de medicación que ocasionen un daño en el paciente serán considerados a efectos de su notificación como reacciones adversas, excepto aquellos derivados del fallo terapéutico por omisión de un tratamiento. (RD 1344/2007[8]).

3.11 estimación del riesgo: Proceso utilizado para asignar valores a la probabilidad y consecuencias de un riesgo.

3.13 evento: Algo que le ocurre a un paciente o le atañe. (CISP-OMS 2009)

3.14 evento adverso: Incidente que causa daño a un paciente. (CISP-OMS 2009)

NOTA Un evento adverso es un suceso no deseado e imprevisto que tiene consecuencias negativas perdurables o no para el paciente o la propia institución sanitaria, como consecuencia de la atención sanitaria.

EJEMPLO La caída de un paciente o la incorrecta administración de medicación que producen un efecto negativo en el paciente.

3.15 evento centinela: Es un suceso imprevisto que causa la muerte o graves daños físicos o psicológicos, o tiene riesgo de causarlos.

· NOTA Se llama “centinela” porque su ocurrencia sirve de alarma y obliga a la organización a su evaluación inmediata y a dar una respuesta para controlar la aparición de nuevos casos.

3.16 evitación del riesgo: Decisiones que se toman ante situaciones de riesgo, con la finalidad de no verse involucrado o para alejarse de dicha situación.

· NOTA Las decisiones se tienen que tomar basadas en los resultados de la evaluación del riesgo.

3.17 Factor contribuyente: Circunstancia, acción o influencia que se considera que ha desempeñado un papel en el origen o la evolución de un incidente o que ha aumentado el riesgo de que se produzca. (CISP-OMS 2009)

3.18 Gestión de riesgos: Conjunto de actividades coordinadas destinadas a prevenir y controlar el riesgo en una organización.

· NOTA La gestión de riesgos en la asistencia sanitaria generalmente incluye las actividades destinadas a identificar, evaluar y tratar el riesgo de que se produzca un evento adverso durante la asistencia, con el objetivo de evitar o minimizar sus consecuencias negativas, tanto para el paciente, como para los profesionales o la propia Institución Sanitaria.

3.19 grado de daño: Gravedad, duración y repercusiones terapéuticas del daño causado por un incidente. (CISP-OMS 2009)

3.20 grupo de interés: Cualquier individuo, grupo u organización que puede afectar, ser afectada o percibir que es afectada por un riesgo.

EJEMPLO Pacientes, clientes, propietarios, personal de una organización, proveedores, sindicatos, autoridades, socios o la sociedad. En el sector sanitario están entre otros: compañías de seguros, organizaciones de pacientes, clientes, familiares, ciudadanos, organizaciones profesionales, organismos reguladores de los servicios sanitarios, proveedores y la sociedad.

3.21 identificación del riesgo: Proceso para descubrir, listar y caracterizar elementos de riesgo.

· NOTA 1 Los elementos pueden incluir la fuente de peligros, los sucesos, las consecuencias y la probabilidad. 

· NOTA 2 La identificación del riesgo puede también reflejar las preocupaciones de los grupos de interés.

3.22 incidente: Acontecimiento o situación imprevista o inesperada que puede producir o no daño al paciente.

· NOTA 1 Se considera incidente sin daño aquél que bien por casualidad o bien por una intervención determinada a tiempo, no ha producido daños, ni pérdidas al paciente; pero que en otras circunstancias podría haberlo producido.

· NOTA 2 El incidente con daño se conoce como evento adverso.

3.23 medidas adoptadas para reducir el riesgo: Conjunto de acciones que se desarrollan para reducir la probabilidad de que ocurra un daño o su grado de gravedad. NOTA Habitualmente este conjunto de medidas se denomina minimización del riesgo.

3.24 nivel de riesgo: Magnitud de un riesgo o combinación de riesgos, expresados en términos de la combinación de las consecuencias y de su probabilidad. [ISO Guía 73:2009, definición 3.6.1.8]

3.25 notificación: Acción de transmitir, comunicar o dar noticia de un evento.

· NOTA En el ámbito de la gestión de riesgos en las organizaciones sanitarias, lo que se notifica es entre otros: los errores, los daños, los incidentes, el malfuncionamiento de los equipos, o los fallos en los procesos y otros peligros o situaciones peligrosas.

3.26 peligro: Fuente potencial de daño.

3.27 probabilidad: Posibilidad de que pueda ocurrir un evento (véase 3.13).

NOTA 1 En la descripción de los riesgos se utiliza la frecuencia de ocurrencia más que la probabilidad. NOTA 2 Generalmente para la mejor comprensión de la probabilidad de ocurrencia, esta se suele clasificar como: 

–raro/improbable/moderado/probable/casi cierto, o 

– imposible/improbable/remoto/ocasional/probable/frecuente.

3.28 procedimiento: Forma especificada para llevar a cabo una actividad o un proceso (véase 3.29). (Definición 3.4.5 de la Norma UNE-EN ISO 9000:2005)

3.29 proceso: Conjunto de actividades mutuamente relacionadas o que interactúan, las cuales transforman elementos de entrada en resultados.

· NOTA 1 Los elementos de entrada para un proceso son generalmente resultados de otros procesos. 

· NOTA 2 Los procesos de una organización son generalmente planificados y puestos en práctica bajo condiciones controladas para aportar valor.

· NOTA 3 Un proceso en el cual la conformidad del producto resultante no pueda ser fácil o económicamente verificada, se denomina habitualmente “proceso especial”.

(Definición 3.4.1 de la Norma UNE-EN ISO 9000:2005)

3.30 registro: Documento que presenta resultados obtenidos o proporciona evidencia de actividades desempeñadas. (Definición 3.7.6 de la Norma UNE-EN ISO 9000:2005)

3.31 retención del riesgo: Asumir las pérdidas ocasionadas por un determinado riesgo. NOTA La retención de riesgos no incluye los casos en los que las pérdidas han sido transferidas a terceros, seguros u otros.

3.32 riesgo: Probabilidad de que ocurra un incidente. (CISP-OMS 2009)

3.33 riesgo residual: Riesgo que permanece después de que se han tomado las medidas de tratamiento del riesgo.

3.34 riesgo aceptable; riesgo tolerable: Riesgo que se asume por la organización dentro de un contexto específico basado en los valores admitidos por la sociedad.

3.35 seguridad del paciente: Ausencia, para un paciente, de daño innecesario o daño potencial asociado a la atención sanitaria.

3.36 sistema de gestión de riesgos: Conjunto de procesos de los que se dota la organización para la gestión de riesgos.

3.37 sistema de notificación: Procesos y tecnologías implicadas en la estandarización de la comunicación de eventos adversos o incidentes u otros riesgos.

· NOTA Los elementos a estandarizar son: los formularios, las formas de comunicación, la retroalimentación (feedback) de los resultados, el análisis, las recomendaciones y la difusión de las lecciones aprendidas en la comunicación de eventos adversos, incidentes o riesgos.

3.38 situación peligrosa: Circunstancia en la que las personas, la propiedad o el ambiente están expuestos a uno o más peligros.

3.39 suceso: Ocurrencia de un conjunto particular de circunstancias.

· NOTA 1 El suceso puede ser cierto o incierto. NOTA 2 El suceso puede ser una única ocurrencia o una serie de ocurrencias. NOTA 3 La probabilidad asociada a un suceso puede ser estimada en un determinado período de tiempo.

3.40 transferencia del riesgo: Compartir con otros las pérdidas debidas a un riesgo. 

· NOTA 1 Para ciertos riesgos puede estar prohibida la transferencia del riesgo debido a mandatos legales o reglamentarios. 

· NOTA 2 La transferencia del riesgo puede ser llevada a cabo mediante el aseguramiento u otros acuerdos. 

· NOTA 3 La transferencia del riesgo nunca puede generar nuevos riesgos o modificar el existente. 

· NOTA 4 No se considera una transferencia del riesgo la reubicación de una fuente de riesgo.

3.41 tratamiento del riesgo: Proceso para seleccionar e implementar las medidas dirigidas a reducir o evitar un riesgo. 

· NOTA 1 El término “tratamiento del riesgo” a veces es utilizado para indicar las medidas a llevar a cabo para tratar los riesgos. NOTA 2 Las medidas para el tratamiento del riesgo pueden incluir la evitación del riesgo, la optimización, la transferencia o la retención del riesgo.
04. REFERENCIAS NORMATIVAS/REQUISITOS

ISO 9001: 2015

ISO 31000: 2009

ISO 31010: 2009

…………………………………………………………………..

ISO 9001: 2015

6.1.1. Al planificar el Sistema de Gestión de la Calidad, la Organización debe considerar las cuestiones referidas en el apartado 4.1 y los requisitos referidos en el apartado 4.2, y determinar los riesgos y oportunidades que es necesario abordar con el fin de:

a) asegurarse de que el SGC pueda lograr sus resultados previstos 

b) aumentar los efectos deseables;

c) prevenir o reducir los efectos no deseados;

d) 
lograr la mejora

6.1.2 la Organización debe planificar: 

a) las acciones para abordar estos riesgos y oportunidades

b) la manera de:

1) integrar e implementar las acciones en sus procesos del Sistema de Gestión de la Calidad (véase 4.4.;

2) evaluar la eficacia de estas acciones

Las acciones tomadas para abordar los riesgos y oportunidades deben de ser proporcionales al impacto potencial en la conformidad de los productos los y servicios 

Nota 1 Las operaciones para abordar los riesgos pueden incluir: evitar riesgos, asumir riesgos para perseguir una oportunidad, eliminar la fuente de riesgo, cambiar la probabilidad o las consecuencias, compartir el riesgo o mantener riesgos mediante decisiones informadas.


Nota 2 Las oportunidades pueden conducir a la adopción de nuevas prácticas, lanzamiento de nuevos productos, apertura de nuevos mercados, acercamiento a nuevos clientes, establecimiento de asociaciones, utilización de nuevas tecnologías y otras posibilidades deseables y viables para abordar las necesidades de la Organización o las de sus clientes.UNE 179.003
5 PROCESOS EN LA GESTIÓN DE RIESGOS

5.1 Generalidades 

El desarrollo adecuado de los procesos de gestión de riesgos en la organización sanitaria, exige que la alta dirección establezca un marco de referencia que permita dirigir los esfuerzos de todo el personal hacia el objetivo de conseguir una asistencia sanitaria libre de riesgos evitables. Los procesos para la gestión del riesgo, deberían:

– ser una parte integrante de la gestión de la organización; – integrarse en la cultura, los procesos, la estructura y la estrategia de la organización.

5.2 Análisis del contexto en donde se implanta el sistema de gestión de riesgos

La organización, debe tener identificados y controlados los procesos en las unidades y servicios en los que se pretende implementar un sistema para la gestión de riesgos para la seguridad del paciente. Estas actividades de control incluyen al menos:

a) todos aquellos procesos con los que se relacionan dentro de la organización sanitaria; 

b) la disponibilidad de personal competente para las actividades que debe llevar a cabo;

c) la disponibilidad de información que describa los requisitos que debe cumplir el servicio asistencial que se provee a los pacientes;

d) la disponibilidad de procedimientos e instrucciones de trabajo necesarios para resolver situaciones en las que su ausencia podría poner en riesgo la seguridad del paciente;

e) el uso de equipos y materiales adecuados para la consecución de los objetivos asistenciales; y 

f) la disponibilidad y uso de equipos de monitorización y medida.

Además, la organización debe identificar aquellas actividades de los procesos de atención sanitaria, que son críticas para conseguir los objetivos de seguridad del paciente. Sobre estas actividades identificadas, la organización, debe implementar y mantener controles operativos adecuados a los objetivos establecidos de seguridad del paciente.

5.3 Sistemas de comunicación, notificación, participación y consulta

La organización debe establecer los procesos apropiados de comunicación y consulta tanto interna como externa y que éstos se efectúan tomando en consideración la mejora del desempeño del sistema de gestión de riesgos. 

5.3.1 Comunicación interna

La organización debe establecer los procedimientos de comunicación interna, que aseguren que la información relevante sobre los riesgos, sus causas, sus consecuencias y las medidas a tomar para tratarlos está disponible para el personal que pueda estar relacionado con dichos riesgos, así como para los niveles apropiados en la organización.

5.3.2 Notificación interna

La organización debe establecer los procedimientos adecuados, para la notificación de los incidentes sin daño y de los eventos adversos, que debe incluir al menos, una descripción del hecho y las circunstancias que lo ha producido. 

5.3.3 Comunicación y notificación externa

La organización debe desarrollar e implementar un plan respecto a cómo se debe comunicar a los grupos de interés externos los resultados de la gestión de riesgos. Este plan debería incluir entre otros:

a) la comunicación con los grupos de interés en caso de una crisis o de una contingencia; 

b) el involucrar a los grupos de interés externos apropiados y el asegurar un intercambio de la información;

c) la provisión de información interna y externa de acuerdo con los requisitos gubernamentales, legales o reglamentarios, y corporativos.

5.3.4 Participación y consulta 

La organización debe establecer, implementar y mantener los procedimientos necesarios para garantizar la apropiada participación del personal en:

a) la identificación, análisis y evaluación de riesgos, y la determinación de controles; 

b) la notificación e investigación de incidentes y eventos adversos, así como la retroalimentación de los mismos; 

c) el desarrollo y la revisión de objetivos de seguridad del paciente;

d) cuando se produzcan cambios en los procedimientos de trabajo, e instalaciones, que afecten a la seguridad de los pacientes;

e) la recepción de la información sobre los resultados de la gestión del sistema de notificación.

5.4 Definición de los criterios para la evaluación del riesgo

 Los criterios que la organización va a utilizar para la valoración de los riesgos, son una expresión de los valores, de los objetivos y de los recursos que la organización está dispuesta a emplear en los procesos para la gestión de riesgos.

La organización debe definir los criterios frente a los que el riesgo debe ser valorado, tomando como referencia la declaración de la política sobre gestión de riesgos.

Cuando se definen los criterios para la evaluación de riesgos, se deben considerar, al menos, los siguientes aspectos: 

a) la naturaleza y gravedad de las consecuencias que pueden ocurrir y cómo se miden; 

b) el mapa de riesgos de la organización; 

c) cómo se define y mide la frecuencia del riesgo;

d) cómo se define la capacidad de detección del riesgo; 

e) cómo se determina el nivel del riesgo; 

f) el nivel del riesgo que debe requerir tratamiento y su priorización; 

g) criterios para la aceptación del riesgo. 

NOTA 1 En el anexo A se dan ejemplos sobre criterios de evaluación.

NOTA 2 Los criterios se pueden ver afectados por las percepciones de los grupos de interés y por requisitos legales o reglamentarios. Es importante que los criterios apropiados sean determinados al principio. Aunque inicialmente y para la toma de decisiones se desarrollen criterios amplios como parte del establecimiento del contexto de la gestión de riesgos, éstos tienen que ser posteriormente desarrollados y refinados, a medida que se identifican los riesgos particulares y se seleccionan las técnicas de análisis.

5.5 Apreciación del riesgo 

5.5.1 Generalidades 

La apreciación del riesgo es el proceso global de identificación, análisis y evaluación del riesgo. NOTA La Norma ISO/IEC 31010 proporciona directrices sobre las técnicas de apreciación del riesgo. 

5.5.2 Identificación de los riesgos 

5.5.2.1 Generalidades

La finalidad de esta etapa es generar una lista de los riesgos a los que puede estar expuesto un paciente durante los procesos relacionados con la atención sanitaria.

Para la organización es fundamental que este proceso se lleve a cabo de forma exhaustiva y cuidadosa, ya que un riesgo que no es identificado no podrá posteriormente ser analizado y por tanto tampoco minimizado o evitado. 

5.5.2.2 Identificación

La organización debe tener implantado un proceso para identificar los riesgos que puedan producir o no daños al paciente.

Este proceso de identificación del riesgo debe tener en cuenta entre otros: 

a) las actividades y los procesos, sean o no habituales; 

b) el comportamiento humano, capacidades y otros factores humanos;

c) los riesgos que se puedan producir en otras unidades, servicios, o procesos que puedan impactar en los pacientes que están bajo nuestro control;

d) las instalaciones, los equipos, los materiales y las tecnologías sanitarias; e) los cambios, o propuestas de cambios, en los procesos que puedan comprometer la seguridad del paciente. Este proceso debe identificar al menos el origen o fuente del riesgo, sus causas y consecuencias potenciales.

Para la identificación de los riesgos, la organización debería utilizar las herramientas y técnicas más adecuadas de acuerdo con los riesgos presentes, las capacidades de la organización, su oferta de servicios y los objetivos establecidos en el sistema de gestión de riesgos. La metodología de identificación de riesgos debe incluir tanto técnicas reactivas como proactivas.

NOTA En el anexo B se enuncian una serie de técnicas que pueden ser utilizadas en el proceso de identificación de riesgos.

Los riesgos una vez identificados y listados, deben ser registrados y comunicados a la persona o personas con autoridad para decidir sobre su necesidad de análisis, evaluación y tratamiento. 

5.5.3 Análisis de riesgos 

5.5.3.1 Generalidades

El análisis de riesgos es el proceso que tiene como finalidad comprender la naturaleza del riesgo y determinar su nivel de gravedad y frecuencia. El resultado de este análisis es la entrada para el proceso siguiente de evaluación del riesgo y la toma de decisión sobre si los riesgos tienen que ser tratados, así como para diseñar las estrategias más apropiadas para su tratamiento.

5.5.3.2 Análisis

La organización debe tener documentado, e implantado un proceso para analizar los riesgos. El análisis del riesgo identificado consiste en determinar las diferentes consecuencias en las que se materializa ese riesgo, su gravedad, probabilidad y la existencia y eficacia de los controles.

Este análisis del riesgo debería ser llevado a cabo con diversos grados de detalle dependiendo del propósito del mismo, la disponibilidad de información, y de recursos. El proceso de análisis de riesgos debe contemplar la evaluación de todos los aspectos de los procesos de atención sanitaria incluidos en el alcance del sistema de gestión de riesgos (aspectos técnicos, humanos, ambientales, estructurales, etc.).

Este análisis de riesgos, en función de las circunstancias, puede ser cualitativo o cuantitativo, o una combinación de estos. En la medida de lo posible las consecuencias se deberían expresar en términos de impactos medibles.

EJEMPLO Nivel de Riesgo = Gravedad x probabilidad de ocurrencia x capacidad de detección.

Los responsables de la realización del análisis de riesgos, deben informar y comunicar, el grado de fiabilidad de la estimación del riesgo a los responsables de la toma de decisiones. 

5.5.4 Evaluación del riesgo

 5.5.4.1 Generalidades

La finalidad del proceso de evaluación del riesgo, es valorar el riesgo para ayudar posteriormente en la toma de decisiones sobre la necesidad o no de su tratamiento. Esta evaluación permite comparar el nivel de riesgo encontrado en el proceso de análisis, con los criterios que tiene establecidos la organización sobre los riesgos. El objetivo de este proceso, es el de priorizar, diferenciando los riesgos menores y que pueden ser aceptables para la organización, de aquellos riesgos que por su potencial repercusión deben ser tratados.

5.5.4.2 Evaluación

La organización debe tener documentado, e implantado un proceso para evaluar los riesgos. La organización, ante los resultados del proceso de análisis del riesgo, debe determinar si es apropiado o no proceder a su evaluación. Para la evaluación del riesgo, los responsables de este proceso, utilizarán los criterios de evaluación previamente definidos.

Como resultado de este proceso de evaluación, la organización debe estimar si el riesgo es aceptable o no, así como el grado de prioridad para su tratamiento.

Para estimar el grado de prioridad para su tratamiento, la organización puede utilizar, entre otros, los siguientes criterios: 

a) el impacto en términos de salud; 

b) los costes y los beneficios; 

c) los requisitos legales o estatutarios; 

d) los aspectos socioeconómicos y medio ambientales; 

e) e) las prioridades de la organización;

f) las opiniones de los grupos de interés; y

g) cualquier otro factor que la organización considera importante para la valoración.

En algunas circunstancias, la evaluación de riesgo podría dar como resultado la decisión de emprender un análisis adicional. La evaluación de riesgo también podría dar como resultado una decisión de no tratar el riesgo y mantener actualizados los controles de riesgo existentes. Esta decisión estará influida por el interés de la organización sobre dicho riesgo y los criterios de riesgo que estén establecidos.

NOTA En el anexo A se proporciona a modo de ejemplo una tabla para la evaluación del riesgo. 

5.6 Tratamiento del riesgo 

5.6.1 Generalidades

El proceso de tratamiento del riesgo tiene la finalidad de identificar y seleccionar una o más alternativas para evitar, reducir o prevenir los riesgos, e implementar las alternativas seleccionadas. 

5.6.2 Identificación de los posibles tratamientos 

De entre las posibles opciones a tomar, se incluyen las siguientes: 

a) evitar el riesgo decidiendo no iniciar o interrumpir la actividad que da origen al riesgo;

b) modificar la actividad que da origen al riesgo, o establecer nuevas actuaciones o procedimientos de actuación con la finalidad de reducir la probabilidad de ocurrencia del riesgo, o de mitigar la severidad de las consecuencias, o de compartir el riesgo con otras partes; y

c) mantener el riesgo. 

5.6.3 Selección de las posibles alternativas para el tratamiento del riesgo 

La selección de la alternativa más apropiada para el tratamiento del riesgo se debe basar en:

a) una ponderación de los beneficios potenciales frente al esfuerzo y el coste requeridos para la aplicación de la alternativa elegida;

b) los requisitos legales y reglamentarios, y la responsabilidad social de la organización. Se pueden considerar y aplicar varias opciones de tratamiento, por separado o de forma combinada. 

5.6.4 Plan de tratamiento del riesgo

El propósito del plan de tratamiento del riesgo es documentar el proceso de implementación de las alternativas de tratamiento elegidas. Los planes de tratamiento deben incluir, al menos:

a) el objetivo; 

b) los beneficios que se esperan conseguir;

c) los indicadores; 

d) las personas con autoridad para aprobar el plan y las responsables de su implementación; 

e) las acciones que se proponen; 

f) los requisitos de la vigilancia y de información; 

g) los requisitos de los recursos; y 

h) el cronograma.

Los planes de tratamiento deben estar alineados con los procesos de dirección de la organización y discutidos con los grupos de interés apropiados.

5.7 Registro de las actividades de los procesos para la gestión de riesgos 

Las actividades llevadas a cabo por la organización en el desarrollo de los procesos de gestión del riesgo, deberían poder ser trazables. Para ello la organización debe establecer los registros apropiados que permitan la mejora en los métodos e instrumentos empleados en la gestión del riesgo, así como la mejora de los procesos implantados para la gestión del riesgo.

Para establecer el tipo y volumen de registros, la organización debería tener en cuenta entre otros los siguientes aspectos:

a) los beneficios que reporta a la organización la utilización de la información contenida en el registro para otras actividades de gestión;

b) los costes y el esfuerzo involucrado en la creación y el mantenimiento del registro; 

c) las necesidades derivadas de las regulaciones legales o reglamentarias; 

d) los métodos de acceso y recuperación, o los medios que se utilizarán para su almacenamiento; e) el período de retención; y 

e) la sensibilidad de la información. 

5.8 Seguimiento y revisión de los resultados de los procesos de gestión de riesgos 

5.8.1 Generalidades

Una vez que un riesgo ha sido identificado, analizado y tratado, la organización debe llevar a cabo un proceso de seguimiento y revisión de los controles y medidas implantadas para asegurar su eficacia y efectividad. La finalidad de este proceso de seguimiento y revisión es la de:

a) analizar y aprender las lecciones derivadas de las actividades y de los resultados de la gestión de riesgos;

b) detectar cambios en el contexto interno o externo, incluyendo cambios en los riesgos que deberían requerir una revisión de los tratamientos o de la priorización;

c) identificar y valorar los riesgos sobrevenidos y residuales a causa de las medidas implantadas;

d) garantizar que el control de los riesgos y las medidas de tratamiento son efectivos tanto en el diseño como a nivel operativo.

5.8.2 Seguimiento y revisión

El seguimiento y revisión de las actividades de los procesos de gestión de riesgos implica la implantación planificada de una monitorización periódica.

Los resultados de las actividades de seguimiento deben ser registrados y esta información debe ser remitida a aquellas partes interesadas que la organización considere adecuado, en cualquier caso, esta información se debe remitir a los servicios, unidades o profesionales involucrados. Esta información debe ser utilizada como entrada para los procesos de revisión del sistema de gestión de riesgos.

Las responsabilidades para el seguimiento deben estar claramente establecidas dentro de la organización.

NOTA Como instrumento para el seguimiento de la efectividad de las medidas de seguimiento y revisión se pueden utilizar distintos tipos de herramientas estadísticas, como por ejemplo los gráficos de control, el análisis de tendencias, el cálculo de probabilidad de ocurrencia.

5.8.3 Investigación de eventos adversos y centinelas

La organización debe establecer, implementar y mantener uno o varios procedimientos para el registro, el análisis y la evaluación de los eventos adversos y eventos centinela. Los resultados de estos análisis deben ser documentados, conservados y comunicados según proceda.

05. PROCEDIMIENTO

05.01. Flujograma
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05.02. Recursos
	Recursos Humanos

	Dirección
	· Establecimiento del “Marco General”
· Aplicación de la “Gestión de Riesgos”

	Coordinación de Calidad
	· Coordinar la utilización de elementos de retroalimentación para conocer los posibles Riesgos, Oportunidades y Cambios
· Colaboración con la Dirección en la Aplicación de la “Gestión de Riesgos”

	Empleados
	· Colaboración con la Dirección en la Aplicación de la “Gestión de Riesgos”


	Recursos Materiales

	Dirección
	· Registro “Riesgos”
· Registro de Revisión por la Dirección 

	Coordinación de Calidad
	· Registro “Riesgos”

· Sistemas de retroalimentación (cuestionarios, libretas de comunicación interna…) 

	Empleados
	· Sistemas de retroalimentación (cuestionarios, libretas de comunicación interna…)


05.03. Descripción
Parte A. Establecimiento del Marco General

La elaboración de este apartado del procedimiento ayuda a nuestra Organización a integrar la gestión del riesgo en su sistema general de la gestión de la Organización, adaptando los componentes del marco general a sus necesidades específicas.

Nuestra Organización tiene en cuenta las siguientes características antes de la aplicación del procedimiento:

· Debe ser una parte integral de nuestra Gestión 

· Debe estar incrustado en la cultura y prácticas de la Organización

· Deberá adaptarse a los procesos de negocio de la Organización

Parte B. Aplicación de la Gestión de Riesgos

En este segundo apartado se realizará el procedimiento propiamente dicho para afrontar Riesgos/Oportunidades. 

Parte A. Establecimiento del Marco General

Para introducir la gestión de Riesgos/Oportunidades y asegurar la eficiencia de su implantación se requiere tener un fuerte compromiso por parte de la administración de la Organización y un plan para alcanzar el compromiso en todos los niveles. Para ello, la administración tendrá en cuenta las siguientes características:

· Asegurar la alineación de la cultura de la Organización y la política de la gestión del riesgo 

· Asegurarse de que los objetivos de la gestión del riesgo siguen la misma línea que los objetivos de la Organización

· Asignar las responsabilidades y competencias para los distintos niveles

· Asegurar que la gestión del riesgo dispone de los recursos necesarios

· Asegurar que el marco general establecido para la gestión del riesgo sigue siendo apropiado a la gestión de la Organización

Parte B.  Aplicación de la Gestión de Riesgos

B1. Establecimiento del Contexto

El establecimiento del contexto es de las primeras cosas que se tienen que abordar en la Gestión de Riesgos/Oportunidades, ya que condiciona todo lo que se realice posteriormente en el proceso, y en particular la definición de su alcance y objetivos. 

Este proceso lo hemos definido en el procedimiento “04.01. Comprensión de la Organización y su CONTEXTO”.

En el ámbito concreto de los Riesgos Sanitarios, además, nuestra Organización identificará y controlará los riesgos para la seguridad del paciente, incluyendo, al menos:

a) todos aquellos procesos con los que se relacionan dentro de la organización sanitaria; 

b) la disponibilidad de personal competente para las actividades que debe llevar a cabo;

c) la disponibilidad de información que describa los requisitos que debe cumplir el servicio asistencial que se provee a los pacientes;

d) la disponibilidad de procedimientos e instrucciones de trabajo necesarios para resolver situaciones en las que su ausencia podría poner en riesgo la seguridad del paciente;

e) el uso de equipos y materiales adecuados para la consecución de los objetivos asistenciales; y 

f) la disponibilidad y uso de equipos de monitorización y medida.

Además, nuestra Organización identificará aquellas actividades de los procesos de atención sanitaria, que son críticas para conseguir los objetivos de seguridad del paciente. Sobre estas actividades identificadas, implementaremos y mantendremos controles operativos adecuados a los objetivos establecidos de seguridad del paciente.
B2. Apreciación de Riesgos/Oportunidades

Esta fase abarca la identificación, el análisis y la evaluación del riesgo.

La apreciación del riesgo es el proceso global de identificación, análisis y evaluación del riesgo. 

B2.1. Identificación de riesgos 

Riesgos sanitarios: La finalidad de esta etapa es generar una lista de los riesgos a los que puede estar expuesto un paciente durante los procesos relacionados con la atención sanitaria.

En primer lugar, elaboramos un listado de riesgos que podría contener la siguiente información (a modo de ejemplo):

· Identificación del riesgo 

· Síntomas

· Posible resultado

· Probabilidad de ocurrencia

· Impacto/Consecuencias

· Prioridad

· Respuesta. Control de la respuesta

Para la identificación de Riesgos Sanitarios tendremos en cuenta entre otros: 
e) las actividades y los procesos, sean o no habituales; 

f) el comportamiento humano, capacidades y otros factores humanos;

g) los riesgos que se puedan producir en otras unidades, servicios, o procesos que puedan impactar en los pacientes que están bajo nuestro control;

h) las instalaciones, los equipos, los materiales y las tecnologías sanitarias; e) los cambios, o propuestas de cambios, en los procesos que puedan comprometer la seguridad del paciente. Este proceso debe identificar al menos el origen o fuente del riesgo, sus causas y consecuencias potenciales.

Para la identificación de los riesgos, la organización debería utilizar las herramientas y técnicas más adecuadas de acuerdo con los riesgos presentes, las capacidades de la organización, su oferta de servicios y los objetivos establecidos en el sistema de gestión de riesgos. La metodología de identificación de riesgos debe incluir tanto técnicas reactivas como proactivas.

NOTA En el anexo B se enuncian una serie de técnicas que pueden ser utilizadas en el proceso de identificación de riesgos.

Los riesgos una vez identificados y listados, deben ser registrados y comunicados a la persona o personas con autoridad para decidir sobre su necesidad de análisis, evaluación y tratamiento. 

B2.2. Análisis de riesgos 

A continuación, para determinar el nivel de riesgo para cada uno de los riesgos identificados en el análisis de riesgo definiremos unos parámetros que permitan estimar la probabilidad de ocurrencia del suceso que genera la desviación con sus respectivas consecuencias, considerando los controles existentes.

Para ello, previamente determinaremos, los métodos de estimación a fin de estimar los parámetros, consecuencias y probabilidad.

(nota) Los métodos para la estimación de los parámetros pueden ser:

· Cualitativos

· Semi-cuantitativos:

· Cuantitativos

(nota) Estimación del parámetro Consecuencias:

· Conociendo los impactos que puedan producirse

· Decidir una magnitud para los efectos o impactos

· Utilizar una escala cualitativa, cuali/cuantitativa o cuantitativa

(nota)Estimación del parámetro Probabilidad:

· Determinar el nivel de ocurrencia de un suceso a través de sus causas o fuentes de riesgo

· Utilizar una escala cualitativa, cuali/cuantitativa o cuantitativa

Para el análisis de Riesgos Sanitarios

Una vez identificados los riesgos determinaremos las diferentes consecuencias en las que se puede materializar ese riesgo, su gravedad, probabilidad y la existencia y eficacia de los controles.

Este análisis del riesgo debería ser llevado a cabo con diversos grados de detalle dependiendo del propósito del mismo, la disponibilidad de información, y de recursos. El proceso de análisis de riesgos debe contemplar la evaluación de todos los aspectos de los procesos de atención sanitaria incluidos en el alcance del sistema de gestión de riesgos (aspectos técnicos, humanos, ambientales, estructurales, etc.).

Este análisis de riesgos, en función de las circunstancias, puede ser cualitativo o cuantitativo, o una combinación de estos. En la medida de lo posible las consecuencias se deberían expresar en términos de impactos medibles.

EJEMPLO Nivel de Riesgo = Gravedad x probabilidad de ocurrencia x capacidad de detección.

Los responsables de la realización del análisis de riesgos, deben informar y comunicar, el grado de fiabilidad de la estimación del riesgo a los responsables de la toma de decisiones. 

B2.3. Evaluación de riesgos

Una vez obtenida la matriz de la valoración del riesgo compararemos la magnitud del riesgo obtenido con los criterios de riesgo definidos anteriormente lo que llevará a decidir si el riesgo es aceptable para la Organización. 

5.5.4 Evaluación del riesgo

 5.5.4.1 Generalidades

La finalidad del proceso de evaluación del riesgo, es valorar el riesgo para ayudar posteriormente en la toma de decisiones sobre la necesidad o no de su tratamiento. Esta evaluación permite comparar el nivel de riesgo encontrado en el proceso de análisis, con los criterios que tiene establecidos la organización sobre los riesgos. El objetivo de este proceso, es el de priorizar, diferenciando los riesgos menores y que pueden ser aceptables para la organización, de aquellos riesgos que por su potencial repercusión deben ser tratados.

5.5.4.2 Evaluación

La organización debe tener documentado, e implantado un proceso para evaluar los riesgos. La organización, ante los resultados del proceso de análisis del riesgo, debe determinar si es apropiado o no proceder a su evaluación. Para la evaluación del riesgo, los responsables de este proceso, utilizarán los criterios de evaluación previamente definidos.

Como resultado de este proceso de evaluación, la organización debe estimar si el riesgo es aceptable o no, así como el grado de prioridad para su tratamiento.

Para estimar el grado de prioridad para su tratamiento, la organización puede utilizar, entre otros, los siguientes criterios: 

a) el impacto en términos de salud; 

b) los costes y los beneficios; 

c) los requisitos legales o estatutarios; 

d) los aspectos socioeconómicos y medio ambientales; 

e) e) las prioridades de la organización;

f) las opiniones de los grupos de interés; y

g) cualquier otro factor que la organización considera importante para la valoración.

En algunas circunstancias, la evaluación de riesgo podría dar como resultado la decisión de emprender un análisis adicional. La evaluación de riesgo también podría dar como resultado una decisión de no tratar el riesgo y mantener actualizados los controles de riesgo existentes. Esta decisión estará influida por el interés de la organización sobre dicho riesgo y los criterios de riesgo que estén establecidos.

NOTA En el anexo A se proporciona a modo de ejemplo una tabla para la evaluación del riesgo. 

5.4 Definición de los criterios para la evaluación del riesgo

 Los criterios que la organización va a utilizar para la valoración de los riesgos, son una expresión de los valores, de los objetivos y de los recursos que la organización está dispuesta a emplear en los procesos para la gestión de riesgos.

La organización debe definir los criterios frente a los que el riesgo debe ser valorado, tomando como referencia la declaración de la política sobre gestión de riesgos.

Cuando se definen los criterios para la evaluación de riesgos, se deben considerar, al menos, los siguientes aspectos: 

a) la naturaleza y gravedad de las consecuencias que pueden ocurrir y cómo se miden; 

b) el mapa de riesgos de la organización; 

c) cómo se define y mide la frecuencia del riesgo;

d) cómo se define la capacidad de detección del riesgo; 

e) cómo se determina el nivel del riesgo; 

f) el nivel del riesgo que debe requerir tratamiento y su priorización; 

g) criterios para la aceptación del riesgo. 

NOTA 1 En el anexo A se dan ejemplos sobre criterios de evaluación.

NOTA 2 Los criterios se pueden ver afectados por las percepciones de los grupos de interés y por requisitos legales o reglamentarios. Es importante que los criterios apropiados sean determinados al principio. Aunque inicialmente y para la toma de decisiones se desarrollen criterios amplios como parte del establecimiento del contexto de la gestión de riesgos, éstos tienen que ser posteriormente desarrollados y refinados, a medida que se identifican los riesgos particulares y se seleccionan las técnicas de análisis.

Una vez realizada la fase de Apreciación procederemos a la fase de Tratamiento del riesgo que se incluirá dentro de los planes estratégicos.

B.3. Tratamiento del riesgo

En esta fase seleccionaremos e implementaremos varias opciones para modificar los riesgos.  Todas ellas aparecerán desarrolladas en un proceso cíclico que incluirá algunas de las siguientes características:

· Evitar el riesgo decidiendo no iniciar o continuar con la actividad que causa el riesgo.

·  Aceptar o aumentar el riesgo a fin de perseguir una oportunidad.

·  Eliminar la fuente del riesgo.

·  Modificar la probabilidad.

·  Cambiando las consecuencias.

·  Compartir el riesgo con otras partes (incluyendo los contratos y la financiación del riesgo)

· Retener el riesgo en base a una decisión informada.

5.6 Tratamiento del riesgo 

5.6.1 Generalidades

El proceso de tratamiento del riesgo tiene la finalidad de identificar y seleccionar una o más alternativas para evitar, reducir o prevenir los riesgos, e implementar las alternativas seleccionadas. 

5.6.2 Identificación de los posibles tratamientos 

De entre las posibles opciones a tomar, se incluyen las siguientes: 

d) evitar el riesgo decidiendo no iniciar o interrumpir la actividad que da origen al riesgo;

e) modificar la actividad que da origen al riesgo, o establecer nuevas actuaciones o procedimientos de actuación con la finalidad de reducir la probabilidad de ocurrencia del riesgo, o de mitigar la severidad de las consecuencias, o de compartir el riesgo con otras partes; y

f) mantener el riesgo. 

B.3.1 Selección de opciones de tratamiento del riesgo

A continuación, implementaremos una o varias estrategias combinadas, con la intención de que la selección de las mismas pueda implicar una reducción de los costes, un incremento de valor global, u otro tipo de ventajas teniendo en cuenta los requisitos legales, reglamentarios, de responsabilidad social, protección del ambiente natural etc. Para ello nos basaremos en un principio de EFICIENCIA+relación Coste/Beneficio.

5.6.3 Selección de las posibles alternativas para el tratamiento del riesgo 

La selección de la alternativa más apropiada para el tratamiento del riesgo se debe basar en:

a) una ponderación de los beneficios potenciales frente al esfuerzo y el coste requeridos para la aplicación de la alternativa elegida;

b) los requisitos legales y reglamentarios, y la responsabilidad social de la organización. Se pueden considerar y aplicar varias opciones de tratamiento, por separado o de forma combinada. 

B.3.2 Preparación y ejecución de planes de tratamiento del riesgo 

Se documentará la forma en que se van a implementar las opciones de tratamiento seleccionadas.  La información suministrada incluirá:

· Razones para la selección de las opciones de tratamiento, que incluyan los beneficios que se espera obtener

· Aquellos que son responsables de aprobar el plan y los responsables de implementarlo

· Acciones propuestas

· Requisitos de recursos, incluyendo las contingencias

· Medidas y restricciones de desempeño

· Requisitos de monitoreo y reporte

· Tiempo y cronograma
A continuación, se muestra una tabla con un ejemplo de plan de prevención de riesgos:
	Nº
	Actividad o área
	Riesgo
	Posibles manifestaciones
	Medidas a aplicar
	Responsable
	Ejecutante
	Fecha de cumplimiento


B.3.3 Seguimiento y revisión

Los procesos de esta última fase de la gestión del riesgo deberían comprender todos los aspectos del proceso con el fin de:

· Garantizar que los controles son eficaces y eficientes tanto en el diseño como en la operación

· Proporcionar resultados en una forma entendible

· Ser capaz de utilizarse en una manera trazable, repetible y verificable

· Obtener información adicional para mejorar la valoración del riesgo

· Analizar y aprender lecciones a partir de los eventos (incluyendo los cuasi accidentes), los cambios, las tendencias, los éxitos y los fracasos

· Detectar cambios en el contexto externo e interno, incluyendo los cambios en los criterios del riesgo y en el riesgo mismo que puedan exigir revisión de los tratamientos y las prioridades

· Identificar riesgos emergentes
5.6.4 Plan de tratamiento del riesgo

El propósito del plan de tratamiento del riesgo es documentar el proceso de implementación de las alternativas de tratamiento elegidas. Los planes de tratamiento deben incluir, al menos:

i) el objetivo; 

j) los beneficios que se esperan conseguir;

k) los indicadores; 

l) las personas con autoridad para aprobar el plan y las responsables de su implementación; 

m) las acciones que se proponen; 

n) los requisitos de la vigilancia y de información; 

o) los requisitos de los recursos; y 

p) h) el cronograma.

Los planes de tratamiento deben estar alineados con los procesos de dirección de la organización y discutidos con los grupos de interés apropiados.

B.3.4 Registro del proceso de gestión de riesgos

Este procedimiento se puede registrar utilizando otros registros del Sistema de Gestión de la Calidad: 

· Análisis DAFO, PEST,

· Establecimiento del Plan Estratégico

· Seguimiento del Plan Estratégico

Y, en concreto en una tabla como la siguiente: (vid Registro: tabla, 06_00_01_Plan_Estrategico, apartado “Riesgos/Oportunidades”:

[image: image3.emf]Riesgo

(si)

Posible resultado 

(entonces)

Síntoma

Probabilidad

(A/M/B)Impacto (A/M/B)

Prioridad

(1 - 9)

Respuesta

Responsable de la 

acción de 

respuesta

Detallar el riesgo 

identificado. 

Ejemplo:

Que no se 

entregue el 

equipo en 

tiempo.



Especificar cuál 

sería el efecto en 

caso de que el 

riesgo ocurra. 

Ejemplo: Retraso 

en el proyecto.

Identificar una 

señal de alarma o 

advertencia de 

que el riesgo 

puede ocurrir. 

Ejemplo: el 

proveedor no 

proporciona una 

respuesta 

concreta, sólo da 

largas a la 

entrega del 

equipo. Recuerda 

que no todos los 

riesgos tienen 

sintomas.

Evaluar la 

probabilidad 

de que el 

riesgo 

ocurra. 

(Alto, Medio 

y Bajo)

Evaluar el 

impacto en el 

proyecto en 

caso de que 

el riesgo 

ocurra. (Alto, 

Medio y Bajo)

Priorizar los 

riesgos con 

ayuda de la 

Matriz que se 

muestra 

abajo.

Especificar la 

acción que el 

Equipo de Trabajo 

llevará a cabo 

para eliminar, 

trasladar o 

mitigar el riesgo. 

Nombre del 

responsable del 

Equipo de Trabajo 

que llevará a cabo 

la acción de 

respuesta al 

riesgo.


	
	
	PROBABILIDAD

	
	
	Raro
	Poco Probable
	Posible
	Muy probable
	Casi seguro

	CONSECUENCIAS
	Despreciable
	Bajo
	Bajo
	Bajo
	Medio
	Medio

	
	Menores
	Bajo
	Bajo
	Medio
	Medio
	Medio

	
	Moderadas
	Medio
	Medio
	Medio
	Alto
	Alto

	
	Mayores
	Medio
	Medio
	Alto
	Alto
	Muy alto

	
	Catastróficas
	Medio
	Alto
	Alto
	Muy alto
	Muy alto


Ejemplo de matriz de valoración de riesgo

5.7 Registro de las actividades de los procesos para la gestión de riesgos 

Las actividades llevadas a cabo por la organización en el desarrollo de los procesos de gestión del riesgo, deberían poder ser trazables. Para ello la organización debe establecer los registros apropiados que permitan la mejora en los métodos e instrumentos empleados en la gestión del riesgo, así como la mejora de los procesos implantados para la gestión del riesgo.

Para establecer el tipo y volumen de registros, la organización debería tener en cuenta entre otros los siguientes aspectos:

f) los beneficios que reporta a la organización la utilización de la información contenida en el registro para otras actividades de gestión;

g) los costes y el esfuerzo involucrado en la creación y el mantenimiento del registro; 

h) las necesidades derivadas de las regulaciones legales o reglamentarias; 

i) los métodos de acceso y recuperación, o los medios que se utilizarán para su almacenamiento; e) el período de retención; y 

j) la sensibilidad de la información. 

5.8 Seguimiento y revisión de los resultados de los procesos de gestión de riesgos 

5.8.1 Generalidades

Una vez que un riesgo ha sido identificado, analizado y tratado, la organización debe llevar a cabo un proceso de seguimiento y revisión de los controles y medidas implantadas para asegurar su eficacia y efectividad. La finalidad de este proceso de seguimiento y revisión es la de:

e) analizar y aprender las lecciones derivadas de las actividades y de los resultados de la gestión de riesgos;

f) detectar cambios en el contexto interno o externo, incluyendo cambios en los riesgos que deberían requerir una revisión de los tratamientos o de la priorización;

g) identificar y valorar los riesgos sobrevenidos y residuales a causa de las medidas implantadas;

h) garantizar que el control de los riesgos y las medidas de tratamiento son efectivos tanto en el diseño como a nivel operativo.

5.8.2 Seguimiento y revisión

El seguimiento y revisión de las actividades de los procesos de gestión de riesgos implica la implantación planificada de una monitorización periódica.

Los resultados de las actividades de seguimiento deben ser registrados y esta información debe ser remitida a aquellas partes interesadas que la organización considere adecuado, en cualquier caso, esta información se debe remitir a los servicios, unidades o profesionales involucrados. Esta información debe ser utilizada como entrada para los procesos de revisión del sistema de gestión de riesgos.

Las responsabilidades para el seguimiento deben estar claramente establecidas dentro de la organización.

NOTA Como instrumento para el seguimiento de la efectividad de las medidas de seguimiento y revisión se pueden utilizar distintos tipos de herramientas estadísticas, como por ejemplo los gráficos de control, el análisis de tendencias, el cálculo de probabilidad de ocurrencia.

5.8.3 Investigación de eventos adversos y centinelas

La organización debe establecer, implementar y mantener uno o varios procedimientos para el registro, el análisis y la evaluación de los eventos adversos y eventos centinela. Los resultados de estos análisis deben ser documentados, conservados y comunicados según proceda.

05.04.Indicadores 
Los que se utilicen para realizar el “Estudio Anual”

Los indicadores se encuentran recogidos en el documento “Indicadores”

06. ANEXOS

06.1. Documentación Aplicable

·  RIESGOS Oportunidades Cambios
· Plan Estratégico
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